The personal information you provide (name, address, phone, e-mail, credit cards number) is confidential and not disclosed. Your credit card details are transmitted only in encrypted form and are not stored on our Web server.
The security of processing Internet payments is guaranteed by JSC Russian Standard Bank. All operations with payment cards are held in accordance with the requirements of VISA International, MasterCard, American Express and other payment systems. When transmitting information special security  technologies for online card payments are used, processing the data is maintained on a secure, high-tech server of the processing company. In case of using regular payments, during the first operation your cards number and validity period will be stored on the Bank’s side in a safe depository. In fact performance or provision of services by the company, the data will be deleted automatically. All Bank resources comply with PCI DSS security standards.
During the transaction, you will be additionally redirected to the Issuer's Bank page to enter a confirmation security code (in case the bank that issued your card, supports 3DSecure technology, and your card also supports this program).
3D Secure - an additional cardholder authentication procedure designed to ensure guaranteed security of payments by bankcards on the Internet.
3D Secure technological solution has its own brand in each of the paymentsystems:
Verified by Visa - on cards of Visa Int.
MasterCard Secure Code - for cards issued as part of MasterCard Int
SafeKey and JSecure are American Express and JCB payment systems, respectively.
[bookmark: _GoBack]Regardless of the name, 3D Secure technology assumes a secure session at conducting an online transaction and allows cardholders to confirm the legality of the operation for the Bank that issued the card.
If you have questions about this privacy provided
For your information, you can contact PJSC CB UBRIR by phone: 8 (800) 1000-200
